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South Carolina Enterprise Information System
Interface Operations Guide (IOG)

 IM383/MI001  - SCDC/CJA POS Inbound Interface
Introduction
Document Purpose and Organization
The Interface Operations Guide (IOG) contains the interface specific information required for State of South Carolina Agencies to integrate with the SCEIS system. Each interface will contain a separate IOG with specific information. The IOG information will include the ADS number, description, file name(s), examples of load reports, frequency, run schedule, error conditions, etc. Additionally, the IOG will contain the file layout for the interface.
General system updates can be found on the SCEIS website, http://www.sceis.sc.gov
SCDC/CJA POS Inbound Interface 

	Interface ADS Number
	IM383/MI001

	Inbound/Outbound
	Inbound

	Interface Title
	POS Goods Issued Interface

	Interface Description
	This is a batch interface that will perform a goods issued for all materials sold from inventory.

 Agencies will populate a standard file format (from either: legacy systems or manually prepared files) for all goods issued.
The file will be imported into SAP and trigger the goods issued process within SAP. 

	Version
	Version 2.0

	SCEIS Point of Contact
	

	Source System
	State Agency Subsystems

	Destination System
	SCEIS

	Interface Type
	Tab-delimited text file

	Mode
	Asynchronous

	Frequency
	The Agencies will transmit the interface files as needed. Files have the option of being processed upon receipt by SCEIS (at 30 to 45 minute intervals throughout the day) or being held and processed in a batch cycle at night.


	File Name(s)
	Inbound interface file:

<bus.area>.<source system>.im383.goodsissue.inbound.<date/time stamp>   

Example:

n200.a1.im383.goodsissue.inbound.20090706083021

Error file:

<bus.area>.<source system>.im383.goodsissue.errors.<original date/time stamp>.<creation date/time stamp>   
Example:

n200.a1.im383.goodsissue.errors.20090706083021.090706091512

	FTP Path
	Determined by security requirements of the sending agency.

	Manual Upload
	Users with appropriate permissions will be able to upload properly formatted, tab-delimited text files to the interface for processing. The SAP transaction code for uploading a goods issue data file is ZIM383_GOODS_UPLOAD.  


Version Control

	Version
	Description of Change
	Date

	1.0
	Initial Version
	08/01/2009

	2.0
	Update contact info
	03/13/2013

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


File Layout
	No.
	Field Name
	Req/
Opt
	Type
	Size
	Format
	Description

	ID Segment 
	
	
	
	
	

	1
	Business Area
	R
	CHAR
	4
	XXXX
	Agency Code - e.g. N200

	2
	Source System Identifier
	R
	CHAR
	2
	XX
	Agency specific Code to represent source system.  Agencies discretion to use 2 unique characters as needed.  

	3
	File Date 
	R
	DATE
	8
	YYYYMMDD
	File creation date - e.g. 20090531

	4
	File Time 
	R
	TIME
	6
	HHMMSS
	File creation time in 24hr format - e.g. 183622

	5
	Transaction Key
	R
	CHAR
	4
	XXXX
	Identifies the type of SAP transaction – e.g.  POSI   

	6
	Approval Status
	R
	CHAR
	1
	X
	1 = Agency approval
Space  = no Agency approval 

	7
	Process
	R
	CHAR
	1
	X
	1 = Deferred Batch processing
Space = Immediate processing

	8
	Approval Grouping
	R
	CHAR
	1
	X
	N/A for this Interface

	Header Segment
	
	
	
	
	

	9
	Header Sequence Number
	R
	NUMC
	4
	9999
	Identifies the SAP documents/material in the interface file.  All lines making up the first document in the file should have '0001' in this field; the lines for the second document should have '0002', etc.

	10
	Header Text (BKTXT)
	O
	CHAR
	25
	X(25)
	Header Text

	11
	Posting Date (PSDAT)
	R
	Date
	8
	YYYYMMDD
	Posting Date (default to system date)

	12
	Document Date (BLDAT)
	R
	Date
	8
	YYYYMMDD
	Document Date(default to system date)

	Data Segment
	
	
	
	
	

	13
	Item Sequence Number
	R
	NUMC
	3
	999
	Item Number – Max of 999 for each header

	14
	Material Number (MATNR)
	R
	CHAR


	18

	X(18)


	SAP Material Number

	15
	Plant (PLANT)
	R
	CHAR
	4
	XXXX
	SAP Plant number 

	16
	Storage Location
(STGE_LOC)
	R
	CHAR
	4
	XXXX
	SAP Storage Location


	17
	Movement Type
(MOVE_TYPE)
	R
	CHAR
	3
	XXX
	Movement Type

	18
	Quantity
(ENTRY_QNT)

	R
	NUMC
	14
	9(10).999
	Quantity in Unit of Entry (field is 14 digits including a decimal point and 3 decimal places)

	19
	Issued (ENTRY_UOM)
	O
	UNIT
	3
	XXX
	Unit of Issue

	20
	G/L Account (GL_ACCOUNT)
	R
	CHAR
	10
	X(10)
	G/L Account Number

	21
	Cost Center (COSTCENTER)
	R
	CHAR
	10
	X(10)
	Cost Center

	22
	Fund (FUND)
	R
	CHAR
	10
	X(10)
	Fund

	23
	Functional Area (FUNC_AREA_LONG)
	R
	CHAR
	16
	X(16)
	Functional Area

	24
	Grant (GRANT_NBR)
	R
	CHAR
	20
	X(20)
	Grant Number

	25
	Item Text (ITEM_TEXT)
	O
	CHAR
	50
	X(50)
	Markdown Text


Process Flowchart
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Miscellaneous Processing Notes
· The file format is a TAB-delimited text file.
· All records within the file have three parts. 

· ID Segment contains systems information to specify how the file will be processed.  It also contains information to uniquely identify a transaction by the source system that created it.  Important: The data in the ID Segment should be the same for every record on the file.
· HEADER Segment has the header level information for the SCEIS transaction. 
· DATA Segment contains the line item information for the SCEIS transaction.

· Each file sent for processing will be uniquely identified by the combination of Business Area, Source System ID, File Date and File Time.  Each combination of this data will be logged by the system and any subsequent files sent with same combination will be rejected as duplicates.

· Agency contact email addresses will need to be provided to SCEIS for each agency / subsystem that will use the interface. This information will be requested as part of a testing and acceptance process for each agency system.  Transmittal controls, Valid / Error reports, etc will be emailed to these designated users as files are processed by the interface. In the examples below, notifications for system “A1” would be emailed to Joe and Mary; Tom would the get emails for the “B1” system.
Agency
System
Email

F030

A1

joe@agency.gov

F030

A1

mary@agency.gov
F030

B1

tom@agency.gov
General FTP Processing Notes

The preferred method of data transfer will be via secure FTP, and SCEIS will host an FTPS server for this purpose.

There will be a folder structure set up on the server for each business area. Sub-folders will be created if necessary based on the security requirements of the sending agency. Security will be set up appropriately on the folders so that users will only have access to their data. 

In the example below there are separate AR and AP interface folders for business area E120. On the other hand for E160, all interfaces would use the same FTP folder - “/e160”.

/f030
           /sd

/ar

/ap

/vendor

/e160

/e200

/fi

/mm

To send files to SCEIS‐inbound or receive files from SCEIS‐outbound interfaces, FTPS client software will be used on the agency side.  Example FTP connection options are shown in the following print screen. (Using the CoreFTP desktop client software – in other clients, the options may be slightly different.)
[image: image2.emf]
For further questions/concerns regarding the File Transfer Protocol procedures. Please contact the SCEIS Interface Team at interfaces@sceis.sc.gov
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