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SCEIS Interface Monitoring

Introduction
The SCEIS Team has created an interface monitoring tool.  This tool will allow authorized users to view the status of their interfaces using an on-line SCEIS transaction and modify errored interface files.    The use of this tool allows you to perform the following:

· View the status of an interface to determine if the interface is pending processing 
· View the errors identified in the processing of the data

· View the status to determine that files are “valid”.

· Edit the ERRORED interface file,make changes, and RESUBMIT the interface file 

This information is the same that you are already receiving through e-mail notifications.  The on-line monitoring tool can be used alone or in conjunction with the e-mail notifications. 

A new EDIT option has been added to the Interface Monitoring that allows you to make needed changes to an interface file that has ERRORS and then resubmit the documents in error.  The changes are stored and can be displayed by the ‘AUDIT’ button.  The  audit displays the before and after value of the field changed, along with the date/time and userid. 

Training on How to Use The Interface Monitoring Tool

A  uPerform demonstration is available to show you how to use the on-line monitoring tool.   uPerform is a training tool that we use for “self-study” activities.  You can access this demo on the SCEIS website with the following link:  Interface Monitoring
Application to Use Interface Monitoring Tool
If you want to use the Interface Monitoring Tool, please complete the “Interface Monitoring Tool Application”.  This application is located on the SCEIS website.

Set Up Process
The completed Interface Monitoring Tool Application must be submitted to:  interfaces@sceis.sc.gov.
Users should view the uPerform demo on “How to Use the On-line Interface Monitoring Tool.”

Agency data owners must submit a request through the SCEIS Service Desk to provide the appropriate security for users to have access to this tool.  

The following are the security roles that may be requested.
1. The security role for an individual to have DISPLAY Only access to certain interfaces/source systems is as follows:

             YFI_IF_AGY_MON_DSP- (Business Area+Source System+Interface Type)                                    

           Example: YFI_IF_AGY_MON_DSP-F050KAIF383
2. The security role for an individual to have CHANGE access to certain interfaces/source systems is as follows:

           YFI_IF_AGY_MON_CHG- (Business Area+Source System+Interface Type)                                  

              Example: YFI_IF_AGY_MON_CHG-F050KAIF383
The role for an individual to have security access to all interfaces/source system is:

The role for an all Interfaces for an agency is  YFI_IF_AGY_MON_DSP- (Business Area)       
Example: YFI_IF_AGY_MON_DSP-F050 or YFI_IF_AGY_MON_CHG-F050
The SCEIS Team will notify the requesting agency when security has been set up and the monitoring tool is accessible.

Questions

If you have questions about the monitoring tool or application/set up process, please contact the SCEIS Interface Team at:  interfaces@sceis.sc.gov.

