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Inbound Interface Setup 
SCEIS Interface Definition

	Interface Type
	

	Interface Title
	

	Agency’s  Information
	

	Agency 
	

	Business Area (Agency number)
	

	System Name
	

	Agency Contact
	

	Go-Live Date
	


This information must be supplied for each legacy system that your agency interfaces with SCEIS.  It serves as a notification to the SCEIS Team as well as provides the required setup parameters for the particular interface.  A separate form must be provided for each legacy system/interface type combination.  

For example, if agency ABC has an AP interfaces for legacy system X and for legacy system Y, two forms must be supplied.  

1.  Agency System Information 
A two character system code must be supplied by the agency to identify each legacy system that utilizes the automated interfaces. This system code identifies the legacy system and must be unique within your agency.  The legacy system may have multiple types of interfaces and will send this system code in the source system identifier field on all the interface records.  For example, if legacy system X has both an AP and an AR interface, the two character system code would be the same for both interfaces.  
This source system code along with the interface type determines the email addresses where interface notifications and reports are sent.  This legacy system code is also stored with the transaction in the SCEIS system and is available for research and reporting.  

The processing options below the system name are specified for this interface / source system combination only.
	System Code:
	
	 (2 characters)

	System Name:
	


	Receive Error File:
	 
	(Y / N)  
	Indicate if a file containing error documents (data only) will be written back to FTP server for use by the agency.

	
	
	
	

	Receive Valid Report File:
	
	(Y / N)  
	Indicate if a file containing a valid document confirmation report will be written back to FTP server for use by the agency.

	
	
	
	

	
	
	
	

	Receive Error Report File:
	 
	(Y / N)  
	Indicate if a file containing an error document report (with error messages) will be written back to FTP server for use by the agency.

	
	
	
	

	
	
	
	

	Check Data Option:
	 
	(Y / N)  
	Pre-edit each inbound interface file and reject the entire file if any errors are found.  For IF383, IF384, IF385, IF418, IM386 interfaces only.

	
	
	
	

	Batch Imaging:
	 
	(Y / N)  
	Will use the associated batch imaging process.  Applicable for IF382, IF383, IF384, IF418 interfaces only.

	
	
	
	


If the batch imaging option is selected, please enter the email address below to receive imaging error notifications:

	


2.  Interface Reports Information 

There are several reports that are emailed back to the agency based on the Legacy Source System Code/Interface Type combination for the agency.  The reports are sent as email attachments in a PDF format.  A transmittal notification report is sent when the file is received by SCEIS to verify the number of documents sent, total file amount, etc.  The valid documents and error reports are sent as part of the posting process.
For the system specified in section 1, list each user (or preferably a group email address) below indicating which reports they will receive.
	Name
	Email 
	Transmittal
Report
	Errors

Report
	Posted

Report

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


For IF382/IF383/IF418 interfaces using manual imaging only:
When a AP PO Invoices(IF382), AP Direct Pay(IF383) or Automated Deposit (IF418) interface file is processed using a source system configured for manual imaging, a workflow item needs to be created and sent to the user(s) who will be scanning the supporting documentation.  List the users below who will be receiving these imaging work items for the source system specified in Section  1.

	Name
	SAP Userid

	
	

	
	

	
	

	
	


3.  FTP Information 
There will be a folder structure set up on the server for each business area. Sub-folders will be created if necessary based on the security requirements of the sending agency. Security will be set up appropriately on the folders so that users will only have access to their data. Describe below what the requirements are for FTP security within the business area: 

	[ Describe FTP security requirements here: Is one business area folder sufficient for all agency FI interfaces? Does there need to be separate folders for AP, AR, Journal Entries, etc?  Does each system need its own folder? ]



Will batch processes be used to transmit the FTP files to SCEIS?  This will require a special FTP user account that’s not in Active Directory, has a non-expiring password, etc.  Batch userids are restricted for use from a specified network address or range of addresses.  If a batch user is requested, enter the IP address and netmask where it will be used. If requested, a single batch FTP user account will be created for use by all the agency’s inbound and outbound interfaces.
	Batch FTP user required?
	
	(Y / N)
	

	IP Address / Netmask:
	

	
	
	
	


List the users below that will be either uploading the interface files via FTP or will be uploading the files via a transaction in SAP.   Specify the transmission method (FTP and/or SAP GUI upload) and if the user has an existing BCBAD Active Directory account please list the existing username.  The FTP users will be set up with appropriate permissions based on the folder security requirements described at the beginning of this section.
	Name
	Email
	FTP

User?
	SAP GUI
Upload

User?
	Existing

BCBAD

Username?
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