MySCEmployee: Security is a Top Priority
In late September everyone in our agency will receive login information for MySCEmployee, the new system where we will conduct key human resources and payroll-related activities. Just like the systems used today to generate our payroll, manage time and submit leave requests, MySCEmployee will contain personal information such as our banking information.  

Much like a personal ATM code, it is vital to maintain the security of your MySCEmployee username and password once it is distributed to you in late August.  To help maintain the security of your records remember some of the following tips:

· Don’t share your username and password with anyone including supervisors, co-workers and SCEIS Service Desk representatives

· Be careful not to write down your MySCEmployee username and password then place it somewhere others could find it such as in a desk drawer or taped onto your computer monitor at work.   

· Don’t include your username or password in any email as it could be intercepted. 

· If you suspect that someone has gained access to your username and password, change your password in the system or contact the SCEIS Service Desk if you need assistance.

